
 Privacy Statement                                                

Mobile App Supplement 

 

CSB’s mobile apps utilize features on your device to improve performance and help prevent fraud.  

The type of information we may collect regarding your mobile device can include: 

 • Device settings  

•  Unique device identifiers  

•  Information about your location  

•  Analytical information that may assist with diagnostics and performance  

Some information is collected automatically and does not require any action on your part. For your 

convenience, you may be asked to grant permission to access features on your mobile device, which 

may include but is not limited to, the following:  

Permission:  Allows Access to: Used For: 

Camera The device’s camera Mobile Remote Deposit 

Contacts Contacts on the device   Person to Person Payments/Recipient List 

Location Your location   Maps 

Biometrics Biometric settings on the device Login to mobile app using device biometrics 

 

It is important for you to understand that before granting access to this information, you will be 

prompted to give the application that permission.  If you do not wish to grant that permission, you may 

decline. If access is not allowed, the feature requiring that data will not fully function. If you later change 

your mind, those permissions can be updated in your device's settings. 

 

Relationship to Privacy Statement  

This CSB Mobile Privacy Policy supplements Clinton Savings Bank’s Privacy Statement and in the event of 

any inconsistency between the two, the Privacy Statement shall govern. 


